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At Sai Life Sciences, information assets of the organization, customers and stakeholders shall be 

protected from all identified threats, whether internal or external, deliberate or accidental, such that: 

 

• Confidentiality is maintained. 

• Integrity of information can be relied upon. 

• Availability of information is ensured. 

• Risks are managed with reference to information security, cyber security and physical security. 

• IT Security related compliance to information security, cyber security and physical security. 

• IT security related compliance is ensured in all matters concerning legal, regulatory, statutory, and 

contractual requirements of interested parties. 

• Breaches are avoided from internal and external sources. 

• The values and brand image of Sai Life Sciences stay protected. 
 

*Interested parties: Customers, Shareholders, Employees, Government agencies, Regulatory bodies, Emergency 
Services (Police, Ambulance, Firefighters, etc.), Employee families, Media, Suppliers, Contractors, Outsourced 
Partners, Publishers, Service Providers. 

 
 

 
Make it Better 
together 


